Atitit 数据安全隐私保护法 总结
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# 广义上的数据隐私往往需要符合事件四要素：

## 数据 = 人物（Who）+/or 时间（When）+/or 地点（Where）+/or 事件（What）

如果我们去除人物在某个地点的活动数据，是位置隐私（location privacy）保护[1]；  
如果我们去除「人物」要素，包含个人的出生年月等基本信息，那么就是身份隐私（identity privacy）保护[2]；  
如果我们去除「人物」、「时间」、「地点」的关系，那么就是去除了「数据足迹」，也就是在行为隐私（activity privacy）保护[3]。  
  
一些明星在出门时往往喜欢带口罩甚至全副武装，这就是在保护身份隐私，从而保护数据隐私。明星的全副武装，其实算是从个人角度、在真实世界里能做到的极限了，对于隐私非常看重的同学推荐学习（：。  
  
当然，如果我们把上述四个要素全都进行保护，即出门蒙面，互联网上完全不实名，或者在访问互联网的时候采用Tor等匿名服务，删掉/禁用一切缓存/推送服务，只用纸币，那么确实可以花费巨大代价像中本聪一样从互联网隐身，即完美的匿名。  
  
数据去敏

# 保护身份隐私

## 雨伞棒球帽墨镜口罩四件套

## 预付费电话卡，海外电话卡

## 手机手机记录使用samsung等国际品牌，并刷机到国际版

## 禁止拍照摄像录音

## 谨慎群体活动团队建设

## 定时改名

# 保护位置隐私

## 使用Vpn保护ip（重要）

## 关闭locatio服务

使用Vpn保护ip（重要）

## 使用海外app共同，，放弃不安全的app与工具等

# 常见的隐私暴露风险与解决

## 手机

使用海外手机与手机卡

## App和互联网服务

尽可能使用海外app，隐私保护更加完善

注册手机使用海外手机卡

# Other

## 定期查询 个人央行征信报告

、每隔1-2年，自己去查询一下个人央行征信报告，如果发现不知情的机构对你征信进行查询，马上打电话给人民银行进行举报和投诉。
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